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Téma-Ebben a dokumentumban dsszefoglaltam az
elmul évtized egyik jelentds talalmanyanak fejlodését,
miikodését, felhasznalasi teriileteit. Ez az innovacid nem
mas mint az NFC chip. Valamint ésszehasonlitom az ezt
megel6z0, akar 6sének is nevezheté, de mindmaig hasznalt
RFID-vel. Ezen kiviil felsorolom mind a két technoléogia
elényeit és hatranyait is.

|. BEVEZETES

Manapsag mar a XI. szdzadban az emberek, féleg a
fiatalabb nemzedék szamara szinte teljesen ismeretlen a
vezetékes telefon és a régi mobileszk6zok hasznalata. Szinte
mindenki megszokta az okos telefonok hasznalatat és olykor-
olykor furcsallva néz egy két régebbrél megmaradt, de még
mindig hasznalatban 1év6 eszkdzre. Az informatika fejlédése
lehetévé tette szamunkra, hogy szinte minden, a hétkdznapok
soran hasznalt eszkoziink egy pillanat alatt a keziinkben
legyen, és hasznalatra készen alljon. Ez alol nem volt kivétel a
fizetés sem.

Il. ALTALANOSAN AZ NFC-ROL

A NFC, hosszabb nevén Near Field Communication, egy
rovid hatotavolsag, kommunikacios szabvanygyljtemény
kiilonbdz6 mobileszkdzok szamara. Természetesen ezen
eszkozok kozé tartoznak az Gjabb okostlefonok és okosorak is,
de ezek mellett egyes jatékkonzolok is megkaptak ezt a
kiegészitot.

Az NFC felhasznalasi korei kozétartozik egyes funkcidok
gyorsitasa. llyen példaul az egyes kapcsolatok létrehozasahoz
sziikséges adatok cseréjének gyorsitdsa, vagy az eszkdzok
kozotti azonositas felgyorsitasa vagy adott esetben teljes
véghezvitele.

1lI. Az NFC TECHNOLOGIA FEJLODESE

Mire az emberiség hozzajuthatott a kész és mindennapi
hasznalatra alkalmas chiphez, nagyon hosszu ut vezetett. A
NFC fejlodése a radio-frekvencias azonositasig illetve az RFID
szabvanyig vezethetd6 vissza. Az NFC tagek indulo
els6 alapkovét 1983-ban raktak le, az ugy nevezett, RFID-vel
kapcsolatba hozhat6 szabadalommal.

Az elsé szabadalmat, amely az RFID (radio-frekvencids
azonositas) kifejezést hasznalta, Charles Walton, Amerikai

feltalald 1983-ban adta ki. Ezen kiviil Charles Walton szamos
szabadalmat kapott RFID-vel kapcsolatos eszkozeire. Elso
RFID szabadalma a hetvenes évekre datalhato vissza, az Ggy
nevezett ,,Portable radio frequency emitting identifier”, amely
magyarra forditva hordozhaté radio-frekvencia kibocsajtd
azonositot jelent. Ez egy automatikusan miikodé azonositd
rendszer volt, amelyben egy hordozhat6 azonositot, oszcillatort
és kodolot tartalmazott, amely lehetdévé tette, hogy
programozhat6é impulzus-helyzet altal modulalt jelet hozzon
létre a radiofrekvencids tartomanyban. Az azonosito jel lehetett
elére beallitott, vagy programozhatd egy programozhato
memoria hasznalataval.

1. abra
Charles Walton, az RFID feltalaloja

2. abra
Modern RFID



2004-ben a Nokia, Philips és Sony, nagynevii cégek
alapitasaval létrejott a Near Field Communication (NFC)
Forum. Ez a forum ma ugy definidlja magat, mint egy
nonprofit ipari tarsasag, amely el6segiti az NFC rovid
hatotavolsagli vezeték nélkiili interakcidinak hasznalatat a
szorakoztatd elektronikdban, mobil eszkozokben és PC-kben.
Az NFC szabvanyt is 2004-ben hoztak létre, mely az NFC
Forum keretein beliil, a mar létez6 RFID szabvanyokra épiilt.

Ezek utan 2006-ban tSbb nagy 1épés is tortén. Az egyik
valamint elkésziilt a vilag els6 NFC-s mobiltelefonja, a Nokia
6131 NFC Edition.

3. dbra
2006-0s Nokia 6131 NFC Edition

Az elkovetkezd 6t év azon kiviil, hogy a Samsung kiadta az
elsé android operacios rendszeri, NFC-vel szerelt telefonjat,
nem hozott til sok jdonsagot. Itt inkabb az érdekelt szereplok
harca folyt, hogy ki milyen szerepet kapjon az 1j
okoszisztémaban. Végiil 2011-ben megegyezésre jutottak.

2011-el bezarélag mar nem tortént nagyobb fejlesztés a
chippel kapcsolatban. Innentdl kezdve elkezdett ez az uj
technologia rohamtempdban terjedni, és bekeriilt egyre tobb
hétkoznapi eszkdzbe, ezzel megkonnyitve a mindennapjainkat.

V. Az NFC MUKODESI ELVE

Az NFC egy altalanos vezeték nélkiili technoldgia, amely
lehetéve teszi a rovid hatotavolsagn kommunikaciot a
kompatibilis eszkdzok kdzott. Ehhez legalabb egy adoeszkozre
és egy masikra van sziikség a jel vételéhez. Szdmos eszkoz

hasznalhatja az NFC szabvanyt, és passzivnak vagy aktivnak
tekintik oket.
A passziv NFC-eszk6zok olyan cimkéket és mas

kisméreti  adokat  tartalmaznak, amelyek  képesek
informaciokat tovabbitani mas NFC-eszkdzokhoz sajat
adramforrds nélkiill. Azonban nem dolgoznak fel mas

forrasokbdl kiildott informacidkat, és nem tudnak csatlakozni
mas passziv komponensekhez.

Az aktiv eszkdzok képesek adatok kiildésére és fogadasara,
valamint kommunikalhatnak egymassal, valamint passziv
eszkozokkel. Az okostelefonok a legelterjedtebb formaja az
aktiv NFC eszkdznek. A tomegkozlekedési kartyaolvasok és az
érintéses fizetési terminalok szintén jo példak a technologiara.

Csakugy, mint a Bluetooth és a Wi-Fi, valamint mindenféle
egyéb vezeték nélkiili jel, az NFC is az informacid
radidhullamu tovabbitasanak elvén miikodik. A Near Field
Communication a vezeték nélkiili adatatvitel masik szabvanya.
Ez azt jelenti, hogy az eszkézoknek meg kell felelniiik
bizonyos eldirasoknak a megfeleld kommunikacio érdekében.

Az NFC-ben alkalmazott technologia régebbi RFID
(radiofrekvencias azonositas) Otleteken alapul, amelyek
elektromagneses indukciét hasznaltak az informaciok
tovabbitasara.

Ez jelenti az egyetlen f6 kiilonbséget az NFC és a
Bluetooth / WiFi kozott. Az elobbi felhasznalhatd elektromos
aram indukaldsara a passziv alkatrészeken beliil, valamint csak
adatok kiildésére. Ez azt jelenti, hogy a passziv eszkdzoknek
nincs sziikségiik sajat aramellatasra. Ehelyett az aktiv NFC-
komponens altal Iétrehozott elektromagneses mez6 taplalhatja
Oket, amikor hatotavolsagon beliilre keriil. Elektromagneses
mezOk hasznalhatok adatok tovabbitisara vagy elektromos
aram indukalasara a vevéeszkozben. A passziv NFC eszkdzok
energiat meritenek az aktiv eszk6zok altal termelt mezokrol, de
a hatotavolsag rovid.
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4. dbra
Elektromagneses mez0 1étrejotte
Sajnos az NFC technologia nem szolgaltat elég

induktivitast az okostelefonok t5ltéséhez, de a QI vezeték
nelkiili toltés ugyanezen az elven alapul.

Az adatok atviteli frekvencidja az NFC-n keresztiil 13,56
MHz. 106, 212 vagy 424 kbit / s sebességgel kiildhet adatokat.
Ez elég gyors egy sor adatatvitelhez.



Az NFC szabvanynak jelenleg harom kiilonallo miikddési
mddja van. Az okostelefonoknal talan a leggyakoribb a peer-
to-peer mod. Ez lehetdvé teszi két NFC-képes eszkoz szamara,
hogy kiilonbdzé informaciokat cseréljenek egymas kozott.
Ebben az izemmoddban mindkét eszkdz allapotot valt. Aktiv
lesz kiildés, és passziv a fogadas soran.

Az olvasasi / irasi mod viszont egyiranyu adatatvitel. Az
aktiv eszkdz, esetleg az okostelefon, kapcsolodik egy masik
eszkozhdz, hogy informaciokat olvashasson beldle. Az NFC
tagek ezt a metddust hasznaljak.

Harmadik miikddési mod a kartyaemulacio. Az NFC-s
eszkdz intelligens vagy érintés nélkiili hitelkartyaként
mikodhet, és fizethet, vagy beléphet a tomegkozlekedési
rendszerekbe.

V. NFC FELHASZNALASI KOREI

Az NFC-nek nagyon sok felhasznalasi formaja van, de
talan az alabbiak a leggyakoriabbiak az 6sszes koziil.

Manapsag a leggyakoribb dolog, amire az NFC-t
hasznaljak, az érintés nélkiili fizetés. Sok jabb hitel- és betéti
kartya tartalmaz NFC taget, igy egyszerlien csak a fizetési
terminal felett kell tartani a kartyajat, ahelyett, hogy lehuznak
vagy behelyeznék a kartyat a terminalba. Az érintés nélkiili
fizetés manapsig mar nem csak kartyakkal, hanem az
okoskésziilékekbe helyezett (telefon, 6ra) NFC chipekkel is
elérhetd. Ilyen példaul az iOS-szel rendelkezd késziilékeknél
az ApplePAY.

Akér az érintés nélkiili kartyat, akdr a mobil fizetési
alkalmazast hasznaljuk, minden fizetéss tokenizalassal jar
annak érdekében, hogy a tranzakci6 a leheto legbiztonsagosabb
legyen.

Tokenizalas az, amikor a kartya adatait felhasznalva
véletlenszer(, ideiglenes tokent general minden tranzakciohoz.
Ezutan a kartya vagy a mobil fizetési alkalmazas
biztonsagosan elkiildheti az ideiglenes tokent, ahelyett, hogy
tovabbitana a tényleges kartya szamat, nevét és egyéb érzékeny
informaciokat.

5. abra
Egy bankkartya NFC rendszere

NFC masik felhasznalasi modja az adott termékkel vald
interakci6. Az RFID-t hagyomanyosan a raktarakban és
iizletekben talalhato készlet nyomon kovetésére hasznaljak. De
amint egy termék elhagyja az iizletet, az RFID tagje le van
tiltva.

Sok termék tartalmaz NFC-cimkéket a tovabbi
interakciokhoz, miutan elhagyja az iizletet. A Nintendo Amiibo
adatai valosziniileg a legutobbi leggyakoribb példak erre.
Amikor egy Amiibo figura szkennelésre kerill egy Nintendo
konzol segitségével, akkor a jatékos specialis karaktereket,
targyakat vagy egyéb kiegészitd tartalmat kaphat, a jatéktol és
a figuratol fuggden.

A Nintendo konzol a jatéktol és a figuratdl fiiggden ismét
visszairhat informaciokat az NFC tagbe.
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6. abra
A Nintendo NFC chippel szerelt Pokemon karaktere

Mas vallalatok, mint példaul a Nike, az NFC cimkéket
olyan dolgokba illesztették be, mint a sportmezek és a
tornacipOk. Ez lehet6vé teszi, hogy személyre szabott tartalmat
szerezzen be a beolvasott termék (egy csapat legutobbi
pontszama, egy adott jatékos statisztikdja stb.) Alapjan, vagy
akar ellendrizze, hogy a termék valodi-e.

7. abra
Nike NFC-vel ellatott ruhadarabja

Masik hasznos funkcidja az NFC-nek az adatatvitel. Az
RFID-vel ellentétben, amely 4altalaban egy egyiranya



kommunikaciot jelent az olvasd és a cimke kozott, az NFC
kétiranyu kommunikaciot tesz lehetévé.

Egyes telefonok példaul képesek az NFC hasznalatival
adatokat, mondjuk névjegyeket vagy fényképeket atvinni egyik
eszkOzr6l a masikra, ha azokat Gsszeérintik, vagy legalabbis
hatotavolsagon beliilre helyezik dket.

A fentebb felsorolt felhasznalasi korokon kiviil még
rengeteg egyeb, kreativabbnal kreativabb felhasznalasi mod
létezik. Az NFC nagy eldénye, hogy folyamatosan fejlédik
abban az értelemben, hogy szinte csak a felhasznalo
kreativitasa szab hatart annak, hogy éppen milyen feladatot 14t
el az adott chip.

VI. NFC KREATIV FELHASZNALASA

A fentebb felsorolt felhasznalasi korokon kiviill még
rengeteg egyéb, kreativabbnal kreativabb felhasznalasi mod
létezik. Az NFC nagy elénye, hogy folyamatosan fejlédik
abban az értelemben, hogy szinte csak a felhasznalo
kreativitasa szab hatart annak, hogy éppen milyen feladatot 1at
el az adott chip.

Egyik ilyen hasznos felhasznalasi mod lehet, ha mar az
ember unja, hogy mindig minden vendégnek kiilon el kell
mondani a Wi-Fi kodot. Ebben az esetben a felhasznalo
programozhat egy NFC cimkét, amely automatikusan
csatlakoztatja a halozathoz az adott késziléket. Ezutan a
vendégeknek csak annyit kell tennie, hogy ellenérzik, hogy az
NFC engedélyezve van-e, és odatartjak a késziilékeiket az
NFC taghez.

Masik érdekes modja lehet az NFC tagek programozasa, ha
a haz koriili kiilonb6z6 okoseszkozoket szeretnénk iranyitani.
Ilyen lehet példaul egy olyan NFC, amely le- vagy felkapcsolja
a lampat vagy éppen beallitja a termosztatot a kivant értékre.

8. dbra
NFC-vel ellatott, programozhatd matricak

Széles felhasznalasi korébol adédéan meglepd, hogy még
meg nem terjedt el sokkal jobban ez a technologia. Varhatoan
ebben az évtizedben robbandsszertien fog beindulni a hasznéla
koszonhetéen az egyre gyorsabban megjelend, kiilonbozé
okoseszk6zoknek.

VIl. AzRFID-ROL ALTALANOSAN

Az RFID (Radio Freqvency Identification) technoldgia egy
olyan rendszer, amely egyre tobb teriileten keriil alkalmazasra.
Ez a technikai jitas a targyak, él6lények adatait tovabbitja
radidhullamok segitségével. Az automatikus azonositas (Auto-
ID) technologidk kozé sorolhatd. Ennek a rendszernek a
segitségével csokken az adatok feldolgozasanak az ideje,
illetve a hibas adatbevitel lehetdsége.

Az elmult évek soran véglegesitették azokat a szabvany
elveket, amelyek biztositjak a rendszer eszkdz és mikodési
feltételeit.

VIIl. Az RFID TORTENE

Mar az 1800 — as évek vége felé sikeriilt hasznos
radidhullam jeleket kiildeni és azt egy tavolabbi ponton
érzékelni. Majd ez a technoldgia egyre jobban tovabb fejlédott
¢és mostansag széles korben alkalmazzak.

Az USA Los Alamos-i kutatéintézetében alkottak meg a
70-es években azt a rendszert, amely a nuklearis eszkdzok
nyomon kovetésére szolgalt.

A hasonlé megoldasok az 1980-as években terjedtek el az
egyes kereskedelmi cégek esetében, tobbek kozott az autopalya
dijfizet6 rendszereinél kezdték el alkalmazni.

A Los Alamos-i intézet (jabb kutatisai soran az USA
Mezdgazdasagi Minisztériuma szamara ¢éléallatok,
szarvasmarhak azonositasara is fejlesztett RFID rendszert.
Ezek a rendszerek még a passziv 125 kHz-en miikddo
transzpondereket alkalmaztak.

Késobb a 125 kHz-es frekvencia tartomanybol attértek a
magas frekvencia savba. Ez a sav 13,56 MHz-en miikodik. A
mai vilagban ezek a rendszerek a belépteto és dijfizetdé (Mobile
Speedpass), €s smart-card modszereknél vannak jelen.

Az 1990-es években fejlesztette ki az IBM az UHF RFID
egy Uj valtozatat, mely lehetové tette a nagyobb tavolsagrol
vald leolvasast. Az IBM véghez vitt néhany projektet a Wal-
Mart vallalattal kozosen, de mikor a fejlesztések nem valtottak
be a reményeket, és pénziligyi gondok is adodtak, értékesitette a
szabadalmakat. Az Intermec tSbb rendszert értékesitett.
Problémat jelent, hogy a technoldgia jelenleg draga az
értékesitett rendszerek kis szama és a nyitott nemzetkozi
szabvanyok hianya miatt.



1999-ben az UHF RFID uj lendiiletet kapott, amikor a
Uniform Code Council, az EAN International, a Procter
&Gamble ¢s a Gillette megalapitottdk az Auto-ID Centert a
Massachusetts Institute of Technology-n. és Sanjay Sarma
vezetésével kifejlesztették az olcsod, mikrocsipet is tartalmazo
RFID tag-et. Sarma és Brock alapjaiban valtoztatta meg az
azonositd rendszer szerepét a vilagban. Ez idaig az
adathordozo, egy mobil adatbéazis volt. A mostani fejlesztés
esetében viszont az RFID technologiat halozati rendszerré
valtoztattak, mivel a tag-ek révén halozathoz kapcsolta.

2004 decemberében jovahagytak azokat a szabvanyokat,
amelyek a masodik generaciot szolgaltak, ezzel is segitve az
RFID vilagméretii kiterjedését.

IX. Az RFID MUKODESE

2004 decemberében jovahagytak azokat a szabvanyokat,
amelyek a masodik generaciot szolgaltak, ezzel is segitve az
RFID vilagméretii kiterjedését.

Az RFID az automatikus azonositas és adatrogzités (AIDC)
néven ismert technologiak csoportjaba tartozik. Az AIDC-
moddszerek automatikusan azonositjadk az objektumokat,
adatokat gylijtenck roluk, és ezeket az adatokat kdzvetleniil
emberi szamitogépes beavatkozas nélkiil vagy kozvetlenill a
szamitogépes rendszerekbe vezetik be.

Az RFID-modszerek ennek megvaldsitasahoz
radidhullamokat hasznalnak. Egyszerti szinten az RFID-
rendszerek harom Osszetevébodl allnak: egy RFID-cimkébdl
vagy intelligens cimkébél, egy RFID-olvasobdl és egy
antennabol. Az RFID-cimkék integralt aramkort és antennat
tartalmaznak, amelyek segitségével adatokat tovabbitanak az
RFID-olvasohoz (mas néven lekérdezonek). Ezutan az olvaso
atalakitja a radiohullamokat felhasznalhatobb adatformava. A
cimkékbdl  Osszegyljtott  informaciokat  ezutan  egy
kommunikaciés interfészen keresztil egy gazdaszamitogép-
rendszerbe tovabbitjak, ahol az adatokat adatbazisban taroljak
és késobb elemzik.
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9. dbra
Egy passziv RFID felépitése

Ahogy azt fentebb is irtam, az RFID cimke egy integralt
aramkorb6l és  egy antennabdol all. A cimke olyan
védbdanyagbdl is all, amely Osszetartja a darabokat é¢s megvédi
Oket a kiilonbozo kornyezeti feltételekt6l. A véddanyag az
alkalmazastol fiigg. Példaul az RFID-cimkéket tartalmazo
munkavallal6éi igazolvanyok altaldban tartés mianyagbol
késziilnek, és a cimke a miianyag rétegek kdzé van agyazva.

Az RFID-cimkék sokféle formaban és méretben kaphatok,
¢és miikodésiiket tekintve lehetnek passzivak vagy aktivak. A
legszélesebb korben a passziv cimkéket hasznaljak, mivel
kisebbek és olcsobbak a megvalositasuk. Az passziv cimkéket
az  RFID-olvasonak ,be kell kapcsolnia”, miel6tt
tovabbithatnak az adatokat. A passziv cimkéktdl eltéréen az
aktiv RFID cimkék beépitett tapegységgel rendelkeznek (pl.
Akkumulatorral), ezaltal lehetévé téve szamukra az adatok
folyamatos tovabbitasat.

10. abra
Egy aktiv RFID felépitése, jobb oldalon kivehetd az elem,
amely ebben az esetben a tapegység feladatat latja el

Az intelligens cimkék abban kiilonboznek az RFID-
cimkéktdl, hogy RFID- és vonalkdd-technologiakat egyarant
tartalmaznak. RFID-cimke betétbe agyazott dntapadd cimkébol
késziilnek, és vonalkddot és / vagy mas nyomtatott informaciot
is tartalmazhatnak. Az intelligens cimkék igény szerint
kodolhatok és kinyomtathatok asztali cimkenyomtatokkal, mig
az RFID-cimkék programozésa iddigényesebb és fejlettebb
felszerelést igényel.

X. Az RFID FELHASZNALASI KORE

Manapsag mar rengetegszer hasznalunk RFID technologiat
¢s legtobb esetben észre sem vessziik vagy nem is tudunk réla.
Ebben a részben a leggyakoribb felhasznalasi modokat
ismertettem.

Elsé ilyen felhaszndlasi mod a kozlekedés sordn valod
fizetés, tomegkozlekedés és autdpalyadij fizetése. Sajnos ezek
a modok még nem értek el Magyarorszagra, itt még az
autopalyara kiilon vesziink jegyet, és a Metron is alkalmazott
személyek  (jegyellenérok) foglalkoznak azzal, hogy
rendelkeziink-e érvényes bérlettel vagy jeggyel. Ennek ellenére



rengeteg orszagban mar beépitették az RFID hasznalatat az élet
ezen részébe is.

Az uthasznalati dijak késedelmeinek kikiiszobolése
érdekében az Electronic Tolls Collection (ETC) elektronikus
uton beszedi az utdijakat. Az autéknak nem kell megallniuk, a
fizetés automatikus, ha az aut6 be van vonva a programba, és
ha mégsem, akkor a rendszer gy van kitaldlva, hogy ekkor
mas modon értesiti a sofort. Példaul lefotdzza és postai uton
csekket kiild.

Ezen kiviil, ha valaki nem vezet, akkor a varos koriil utazva
a tomegkdzlekedésben is hasznalja az RFID-t, mivel a belépési
fizetés és a kijarat ellendrzése az elére fizetett szallitasi
bérletek RFID-cimkéinek kdszonhetden végezheto el.

Kovetkezo fontos felhasznalasi teriilet a vagyonkezelésnél
figyelheté meg. Ebben az esetben az RFID technologiat
hasznaljak az eszk6zok kovetésének automatizalasdhoz. Az
RFID-megoldasokon alapuld rendszerek sok problémat
elkeriilnek, amelyeket a kézi kovetés okoz. Az RFID
segitségével allandd és azonnali moédon ndvelik az arukkal
kapcsolatos informaciok biztonsagat és pontossagat.

Példaul, a szallodakban az eszkozoket, gépeket és egyéb
targyakat, valamint az eldobhaté fogydeszkozoket RFID-
cimkék vezérelhetik.

Masik felhasznalasi mod a beléptetéshez kapcsolhato,
amely egyes elektromos kapuk vezérléséhez kapcsolhato. Ilyen
példaul egyes iskolak, vagy munkahelyek beléptetd rendszerei,
vagy szallodak, hotelek kartyaval nyithat6 ajtoi.

11. abra
RFID-vel ellatott kulcstartd, példaul iskolai beléptetéshez

Egy masik, az eddigiektdl kissé eltéré felhasznalasi modja
a chipnek az allatok (Magyarorszagon leginkabb ismert a
kutyak) azonositisa. Ebben az esetben az Allatorvos egy
kifejezetten erre a célra fejlesztett, apr6 RFID taget juttat az
allat bore ald. Ezt a taget késobbiekben egy megfeleld
eszkozzel be lehet olvasni, amellyel a kutyat tudjak azonositani
(gazda neve, elérhetbsége stb.).

12. abra
Allatokban hasznalt chip mérete egy rizsszemhez képest

Az RFID technoldgia a korhazakban sokféle formaban
jelen van, a sebészeti eszk6zok nyomon kovetésétol kezdve a
személyek, a betegek, a latogatok és a személyzet nyomon
kovetéséig. Szamos fontos oka van az RFID-technologia
alkalmazasanak az egészségligyi iparban: az orvosi hibak
csokkentése, példaul az alapvetd sebészeti eszkdzok elvesztése
vagy a miitéti szivacsok elfelejtése a betegek kdzott, valamint a
gazdasagi koltségek csokkentése vagy az egészségiigyi
épliletek biztonsaganak novelése.

A korhazakban a leggyakoribb RFID-alkalmazésok a
készlet nyomon kovetése, a hozzaférés ellendrzése, a
személyzet és a betegek nyomon kovetése, nyomkovetd
eszkozok, az eldobhatdé fogydeszk6zok nyomon kovetése, a
nagy / draga berendezések nyomon kovetése, a mosoda
nyomon kovetése stb.



A fentebb leirt példak csak néhany, az emberek altal
leginkabb ismert formai voltak az RFID hasznalatanak, de ezen
kiviil még rengeteg felhasznalasi teriilete 1étezik.

XI. ERDEKESSEG AZ RFID FELHASZNALASAROL

Az RFID tag-ek és cimkék bolti felhasznalasara szdmos
példat lathatunk, azonban olyan fejlesztések is zajlanak, ahol
ezeknek a hasznalatdval megprobaljak teljes mértékben
levaltani a vonalkddos modszert. Az elképzelés az, hogy
minden terméket ellatnak a megfeleld6 RFID cimkével és a
vasarlonak elegendd csak atsétalni a vevd kapun, ami
azonositja 6t és a vasarolni kivant termékeket is €s a szamlat
elkiildi a meghatarozott id6k6zonként.

Jelent6s fejlesztés lenne tovabba, ha a fontosabb
termékeket, gyogyszereket nem csak tipus szerint lehetne
azonositani, hanem  mindegyik  rendelkezne  kiilon
sorozatszdmmal, ami alapjan visszakovethetd ¢és esetleges
gyartasi hiba esetén visszahivhato.

Az egészségligyben is szerephez jutnak az RFID teg-ek,
ahol a betegeknek specialis karszalagot adnak, amivel az orvos
konnyedén lekérdezheti a személyes adatokat, korlapot.

XIl.  NFC s RFID OSSZEHASONLITAS

RFID az a folyamat, amelynek soran az elemeket
radidhullamok segitségével egyedileg azonositjak, és az NFC
az RFID technologia csaladjanak specialis részhalmaza.
Pontosabban, az NFC a nagyfrekvencias (HF) RFID egyik aga,
és mindkett6 13,56 MHz frekvencian mikodik.

Az NFC-t biztonsagos adatcsere-formanak tervezték, és
egy NFC eszkdz képes mind NFC olvaso, mind NFC cimke
lenni. Ez az egyediilallo funkcio lehetévé teszi az NFC
eszkdzok szamara, hogy egymassal kommunikaljanak.

Definicié szerint az RFID az elemek egyedi azonositasa a
radiohullamok segitségével. Az RFID rendszernek legalabb
tartalmaznia kell egy cimkét, egy olvasot és egy antennat. Az
olvaso lekérdezo jelet kiild a cimkének az antennan keresztiil,
és a cimke egyedi informéacidival valaszol. Az RFID cimkék
aktivak vagy passzivak lehetnek.

Az aktiv RFID cimkék sajat dramforrast tartalmaznak, igy
akdr 100 méteres olvasasi tavolsaggal is sugdarozhatnak.
Hosszl olvasasi tartomanyuk révén az aktiv RFID cimkék
idedlisak sok olyan ipardg szamara, ahol fontos az eszkdzok
elhelyezése és a logisztika egyéb fejlesztései.

A passziv RFID cimkék nem rendelkeznek sajat
aramforrassal. Ehelyett az RFID olvasorol tovabbitott
elektromagneses  energiaval ~ mukddnek. Mivel a

radidhullamoknak elég erdseknek kell lenniiik a cimkék
taplalasahoz, a passziv RFID cimkék olvasési tartomanya
kozeli érintkezéstdl egészen 25 méterig terjed.

harom

A passziv RFID-cimkék elsésorban

frekvenciatartomanyban miikddnek:

Alacsony frekvencias (LF) 125-134 kHz
Nagy frekvencia (HF) 13,56 MHz
Ultra magas frekvencia (UHF) 856-960 MHz

A kozeli kommunikacidos eszk6zok ugyanazon a
frekvencian (13,56 MHz) mikodnek, mint a HF RFID olvasok
¢és a cimkék. Az NFC formatum szabvanyai és protokolljai az
ISO / IEC 14443, FeliCa altal vazolt RFID szabvanyokon és az
ISO / IEC 18092 egyes részein alapulnak. Ezek a szabvanyok
az RFID hasznalataval foglalkoznak a proximity kartyakban.

A HF RFID kifinomultabb, tovabbfejlesztett valtozataként

a kozeli kommunikacios eszkozok kihasznaltak
radiofrekvenciajanak rovid olvasasi tartomanybeli
korlatozasait.

Mivel az NFC eszkozoknek egymas kozelében kell
lenniiik, altaldban legfeljebb néhany centiméternyire,
népszerivé valt a fogyasztéi eszk6zok, példaul az

okostelefonok k6zotti biztonsagos kommunikaci6 szamara.

A peer-to-peer kommunikacié olyan funkcio, amely
megkiilonbozteti az NFC-t a tipikus RFID eszkozokt6l. Az
NFC eszkoz képes olvasoként és cimkeként is miikddni. Ez az
egyediilallo képessége tette az NFC-t az érintés nélkiili fizetés
népszerli valasztasava, amely kulcsfontossagi mozgatorugoja a
mobil ipar befolyasos szerepldinek azon dontése soran, hogy
az NFC-t ujabb okostelefonokba szerelejék bele. Az NFC
okostelefonok az egyik okostelefonrdl a masikra tovéabbitjak az
informaciokat a két eszkdz egymashoz torténé érintésével, ami
az adatok, példaul a kapcsolattartasi adatok vagy a fényképek
megosztasat egyszerli feladattd teszi. Nemrégiben olyan
reklamkampanyokat lathattunk, amelyek intelligens plakatok
segitségével tovabbitottak az informacidkat a fogyasztokhoz.

Ezen kiviil, az NFC eszkozok képesek olvasni a passziv
NFC cimkeket, és egyes NFC eszkdzok képesek elolvasni az
ISO 15693 szabvanynak megfeleld passzivne HF RFID
cimkéket. Ezen cimkék adatai tartalmazhatnak olyan
parancsokat az eszk6z szamara, mint példdul egy adott mobil
alkalmazas megnyitdsa. El6fordulhat, hogy a HF RFID-
cimkéket ¢és az NFC-cimkéket gyakrabban latja a
hirdetésekben, a plakatokon és a tablakon, mivel ez
hatékonyabb modszere az informacidk tovabbitasara a
fogyasztok szamara.



Osszességében az NFC a HF RFID szabvéanyaira épit és
miikodési frekvencidjanak korlatait a kozeli kommunikécid
egyediilallo tulajdonsagava valtoztatja.

XIIl. NFC ELONYEI

Készpénz nélkiili fizetés:

A fizetés kényelme az egyik legnagyobb elénye ennek a
technologianak. Az NFC megkdnnyiti az ligyfelek szamara
azonnali fizetést okostelefonjaikon és tablagépeiken keresztiil,
mobil pénztarcajuk segitségével.

A fizetés folyamata nagyon egyszertien érthetdé és
hasznalhat6. Ez is segiti az tigyfeleket pénziigyi tranzakciok
végrehajtasdban, csupan a képernyd megérintésével ¢&s
meggérintésével.

Az NFC nagyon sokoldalu, mivel szamos iparagat és
szolgaltatast lefed. A fizetési mod hasznalhatd mobil banki
szolgaltatasokhoz, éttermi helyek lefoglalasahoz,
mozibérletekhez, vonatjegyek foglalasahoz, wvaldés idejl
frissitések beszerzéséhez, jutalompontok, kuponok gyiijtésé¢hez
és bevaltasahoz stb.

Szkennelés sebessége:

Az NFC nyomkovetd cimkék gyorsabbak a munkaban. A
megfigyelés rogzitéséhez ¢és sziikség esetén automatikusan
figyelmeztetések kiildéséhez kozel kell hoznia a telefont egy
NFC cimke kozelébe. Az Gsszes frissités valos iddben torténik.
Minden a felh8ben van tarolva. Gyorsabb modon exportalhatja
a jelentéseket.

ZokkenOmentes:

A magas szinti NFC titkositdas lehetdvé teszi az
intézmények és szervezetek szamara, hogy egyfajta biztonsagi
rendszerként alkalmazzak, mivel pontos ¢&s frissitett
személyazonositd szamot ad az embereknek a helyiségekbe
belépve €s onnan kilépve.

Biztonsagos:

A mobil pénztarcdk hasznalata bizonyos mértékig
biztonsagosabb, mint a fizikai hitelkartyak hasznalata. A mobil
eszkdz lopasanak sajnalatos esetben a felhasznalo hitelkartya-
adatai jelszoval ¢és PIN-koddal védettek. Ez tovabbi
biztonsagot jelent.

Az NFC kompatibilis fizetési kartyak biztonsagosabbak,
mint a szokasos hitelkartydk magnescsikjai. Ez a fizetési
rendszer hasznalata kdzben a kiskereskeddknek nem lenne
fizikai hozzaférésiik az tigyfelek hitelkartya-informacioihoz.

Ezen kiviil még szamos elénye van az élet mas teriiletein is.
Példaul a gydgyszeriparban a termék ellenérzése. A Kupak
lezarasanak els6 felnyitasa eldtt a betegek ellendrizhetik, hogy
a termék eredeti-e vagy sem, és megkapjak a megfeleld
visszaigazolast.

XIV. NFCHATRANYAI

Az NFC technologia néhany vallalat szamara tul draga
lehet, mivel altalaban kapcsolddd eszkdzoket, berendezéseket
és frissitéstdl fiiggd szabvanyokat tartalmaz. Mig a nagy
kiskereskeddk, mint példaul a Starbucks, sikeresen beépitették
a technologiat, a kisebb vallalatok tul draganak és nehezen
alkalmazhatonak taldlhatjdk. A hardver ¢és a szoftver
telepitésének  koltségei, valamint a  karbantartashoz
technikusok felvétele gyorsan megnévekedhet.

Mint azt mar irtam az elény6knél, az NFC tranzakciok
kétségteleniil biztonsagosabbak, mint a szokasos hitelkartyas
fizetések, de ez a technologia akkor sem teljesen
kockazatmentes. A mobil hackerek tobb féle modszereket
fejlesztettek ki arra, hogy illetékteleniil hozzaférjenek a
telefonokban tarolt személyes pénziigyi adatokhoz, és az
adatok biztositasaért folytatott kiizdelem folyamatosan zajlik.

Ezek mellett még fizikai pramétereibdl is adodnak
hatranyai:
e Kicsi a  hatdétavolsdga, csak  rovidebb

tavolsagokon, maximum 10-20 cm-nél tavolabbi
eszk6zok kozott nem képes mitkodni.

e Nagyon alacsony adatatviteli sebességet kinal,
amely 106 vagy 212 vagy 424 Kbps.

e Az NFC kompatibilis eszk6zok viszonylag nagy
energiafogyasztassal jarnak.

XV. RFID ELONYEI

Eszk6z6k nyomon kovetése €s a készlet kezelése:

Az RFID rendszerek gyors és megbizhaté modon kovetik
nyomon a termékeket, eszkozoket anélkiil, hogy minden egyes
elemet meg kellene szamolni.

Az RFID-alkalmazasok segitségével azonnal lathatd, hogy
hany elem van barmelyik tipusban, azok elhelyezkedése vagy a
folyamat mely szakaszaban vannak. Nyomon kovethetd az
elemeket attol kezdve, hogy beérkeztek az iizletekbe, kiadtak a
gyartasig és egy kész cikkben hasznaltak dket. Ez megkonnyiti
a készlet kezelését, a készletek ellendrzését.. Az RFID segithet
a helyszinen taldlhato, de rosszul elhelyezett elemek
megtaldlasaban is.

Az RFID-alkalmazasok automatikusan nyomon kovethetik
a mozgast vagy arukat, ¢és feltdlthetik az informaciokat az
ERP-be vagy a pénziigyi iranyitdsi rendszerbe. Ezért
kikiiszobdlhetik az Grlapok kézi kitdltésének sziikségességét €s
felvalthatjadk az elavult tablazatokat. A rdgzitett olvasok



hasznalata a kulcsfontossagli pontokon még tobb idot takarithat
meg - és példaul egy gyartdsoron teljesen feleslegessé teheti a
kézi beavatkozas sziikségességét.

Adatok pontossaganak és elérhetéségének javitasa:

Mivel az adatokat elektronikus iton gytjtik €s toltik fel, az
RFID elkeriili az atirasi hibakat, az adatok duplikaciojat és az
elmaradt elemeket is, ha egyszerre nagy mennyiségli tételre
gyljtenek adatokat. A felhéalapu rendszerek hasznalata
lehetévé teszi, hogy a szervezetben mindenki naprakész
adatokat lathasson az elemek hollétérdl vagy allapotardl. Az
adatokat meg lehet osztani az iigyfelekkel is.

Gyors megtériilési ido:

Az RFID nagyon koltséghatékony technologia, és az elért
koltségmegtakaritasok és a megnovekedett bevételek nagyon
gyorsan fedezni tudjak a kezdeti raforditasokat.

Biztonsag:

A kulcskartydkon 1évo adatok altalaban biztonsagosak,
mert specialis berendezésekre van sziikség az olvasashoz. Ez
fenntartja a zarrendszer biztonsagat.

XVI. RFID HATRANYAI

Az eldnyoknél olvashatd volt, hogy egyszeriibb nyomon
kovetés, egyszertisitett adatok. Altalaban ezek a fé elényei az
RFID-nek, viszont természetesen vannak hatranyai is. Ebben
az esetben altalaban a szoftveres részének a hatuliitéit szoktak
emlegetni. Az RFID-technologiaval kapcsolatban tovabbi,
konkrétabb aggalyok is felmeriilnek.

Fogékony a szoftveres virusokra ¢és a biztonsagi
megsértésekre, mivel a legtobb chip nem tartalmaz biztonsagi
intézkedéseket. Ez aggodalmat keltett a pénziigyi és személyes
adatok ellopasanak lehetdsége miatt.

Az RFID technolégidnak az inditasi koltségei magasak,
nincsenek kdzpontositott infrastruktirak vagy rendszerek.
Lehet, hogy tokéletesen korszeriisitett RFID rendszere van a
vallalkozés szamara, de ez teljesen eltérhet a partnervallalat
altal alkalmazott rendszert6l.

El6fordulhat, hogy a partnerek nem hasznaljdk a
technologidt, ami a nyomkovetés megszakadasdhoz vezet. Ha
vonalkddokra tadmaszkodnak a szallitmanyok nyomon
kovetésében, akkor idot és eréforrasokat pazarolhat mindkeét
technologia.

A véglegesen sérillt cimke nem kdvethetd nyomon, ami
tévesen kiszamitott vagy elveszett szallitmanyokhoz vezethet,
ha nincs biztonsagi mentési lehetdség.

Egyes RFID-cimkék olvasasi képességét befolyasolhatja
egyes fémek vagy folyadékok kozelsége, ami a szallitasi
informaciok elmaradasahoz vezethet.

XVIIl. KONKLUZIO

Sajat véleményem ¢és tapasztalataim alapjan az NFC
technologia kifejlesztése nagyban befolyasolta a mindennapi
életiink. Pozitiv hatisait minden ember érzékeli, akkor is, ha
nem tudja, hogy éppen milyen technologiat hasznal és annak
mi a tudomanyos hattere.

Erdekes volt latni, hogy hogyan jutottunk el az 1983-ban
Charles Walton altal szabadalmaztatott RFID-t61 az NFC-ig,

amely mar szinte az Osszes ma hasznalt telefonban
alapfelszereltségként van benne.
Erdemes megfigyelni, hogy fizikai tulajdonsagaikbol

adododan milyen mas felhasznalasi kore van az RFID-nek és az
NFC-nek.

Kivancsian varom, mit hoz a jov6, milyen 0j és hasznos
felhasznalasi teriiletekkel gazdagodik még az a technologia.

13. dbra
NFC logo
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